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Don’t be Tempted b uick Mone

Don’t Lend Your Bank Account to Anyone to Launder Mone

Nanyang Commercial Bank, Limited ("NCB”) would like to
remind customers and the general public to stay vigilant to
money laundering scams.

Criminal syndicates would lure customers into selling or
lending their bank accounts, or use customers’ personal
credentials to open bank accounts by offering the benefit of
making quick money through telemarketing or social media
platforms. The syndicate will then use these ‘stooge accounts’
to collect and launder fraudulent payments or other crime
proceeds.
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NCB would like to remind customers and the general public
not to sell or lend their bank accounts/ personal credentials
to third parties as these could be used for unlawful purposes.
Otherwise, you may expose yourself to the risk of
committing the offence of money laundering, and could face

a maximum penalty of a HK$ 5 million fine and 14 years’
imprisonment upon conviction.

Nanyang Commercial Bank, Limited
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Notice of Raising Your Anti-Money Launderin
Awareness

Nanyang Commercial Bank, Limited (“the Bank”) would like to alert its
customers to the following notes for raising their anti-money
laundering awareness to protect their interest.

1. Provide Accurate Information
e Such as account opening purposes, reasons, source of funds and
wealth, expected transaction pattern and volume, etc.

2. Promptly Update Personal Details
e Please promptly update the Bank your personal details, e.g.
address, phone number, email address, income, occupation*,
business*, job title*and employer’s name* (*Company card can
provide relevant information), etc.
e To protect your interest, if you lost or replaced your identification
document, please notify the Bank as soon as possible

3. Don’t Use Personal Account for Business Purposes
e Personal accounts should only be used for personal financial
management and investments
e Please open a business account if you need to manage
transactions for businesses or registered societies (such as
receiving donations)

4. Don’t Allow Unauthorised Person to Use Your Account
e This may expose yourself to the risk of money laundering
through your account
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5. Know Your Tax Obligations and Regulations on Remittances
e Please know and comply with your tax obligations in all
applicable jurisdictions
e Some countries have restrictions on remittances. Please don't
breakup your remittances to avoid these restrictions

Nanyang Commercial Bank, Limited

Note: the Bank reserves the right to take appropriate actions to
customers (including without limitation to restrictor terminate
the operation of an account) according to its “Conditions for
Services” at any time at its sole discretion.
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Criminals may use your account to
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accept money of unlinown source

eg. fraudullent payments,
proceeds of drug trafficking
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transfer money to criminals’ or their associates’
accounts for money laundering activities

Lending / sale of accounts
is also a money laundering offence
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Say NO to lending or selling bank account
Avoid committing criminal offences

Huwag pumayag sa pagpapahiram o
pagbebenta ng bank account
Iwasang gumawa ng mga krimen

Katakan tidak untuk meminjamkan atau
menjual rekening bank.
Hindari melakukan tindak pidana

‘




=,
ff igr )
III III

HONG KONG MONETARY AUTHORITY
EHeMEAR

=

EEEL

o AT {EHEER Q

. /EEAEOD < BAHETIE

NETEST  RIEIE!

« EERRIEN




ﬁmﬁmﬁmpp
18 [ER] £BH [ 5 ﬁrj

ADCC RS - A

At Ireation Carrtre &
ERWEE Do w8222 BERHROPP




- BB AL 3LIREE [ B4 = #al
AR

-EREREARFMT

BT ERERE  URETE
[ BREFE |App
(E/B[ AppJ)

CEIRENSE  BBEEESD
CEEEERNE R AR E S O

1% Click: /] @

@iLink IKBLCIICCE ¢ (872

R AL B i*f

B I O I o ENFRS S



REhIREE L 1tk

ADCC

2 F M8 5 Bk

1]
T

|
R4 1l

— |
g

HIREEENHT
BB 5 2R
s [N 18222

o www.adcc.gov.hk




T i R




(5137318 — iR
FHIEX 52, 500%

R RIAADRE

. l WWW.@
" NEELITER]

penas 18222
(cuberbefender.hk Q]




\uden . Scameter+ o

@&@fi@& Risk POSSibye 4,4* == Download /
Update Now

[CgberDefender.hk Q] 18222

3 New Functions
Auto-DEEEEETReport Sz,

WWW. l

(®
. ‘ .e
Website PL"'
Detection ublic

Reportin
Platformg

Issuejscam|call/alert Issue scam website alert Pubilc reporting platform
automatically automatically for scam intelligence

Andraoid Android
& &
HormonyS HormonyOS

zzzzz

i0s



I Scame'ter'l'Ea;yﬂgest

Allow the “Notification”

permission
“Scameter+" Would Like to )
Send You Notifications Lo A
Notifications may include alerts, Website Public

sounds and icon badges. These can be Detection Intelligence
configured in Settings. [ orr

Don't Allow Allow § : Last Update: 2024-02-19 16:05 @

Enable permission only to compare calls and websites with fraudulent

information. Personal data will not be stored or sent outside the phone.

< Settings ¢ Phone  Call Blocking & Identification

v’ Auto Identification
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Auto Update
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No password required

How to enable?

e Public Intelligence

Verify Your Phone Number Verify Your Phone Number

Phone Number Phone Number

SMS Verification Code

1234

SMS Verification Code

| have read and agree to the | have read and agree to the ) ) . .
e 5 A Follow the instructions to enter information
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